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vulnerability in SPAW editor - Security
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Vulnerability was reported in some version of the SPAW editor, which is used by some of
XOOPS third-party modules.

Module "tinycontent" is one of the modules using SPAW. Although we are not sure which
version(s) is vulnerable, we suggest disable SPAW in tinycontent and remove the
"modules/tinycontent/admin/spaw/" folder from your server.
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